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CHAPTER 6

SUMMARY AND RECOMMENDATIONS

SUMMARY
6.1.1. Overview of System Establishment

The aircraft maintenance industry is capital intensive, involving heavy investment in
advance technology and high labour W here are many service providers in the

industry but there is no signifi petition in this market for Aircraft
MRO was intensified by th rket for aircraft sales to many
international airlines

Cross functional team M ‘

workshop. The ERM tea ssifi
Hazard, Operational
potential risks using th
find out the potential
formulated together wi
System.

arge of conducting the ERM
our areas, which are Financial,

Mode and Effects Analysis, FMEA, to
find out the likelihood, route.e,a:.&gé_ﬁ__oﬂ the/s risks. The causes of the potential risks
within the case organisation are shown in table
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Insufficient Management Information

th :
4 Ineffective Management System (MIS)
th Poor Health & Safety in Workplace
5 Accidents
Practice
Low Service Quality and Low P_ersonne‘l»Competency

6t Defected Products

Poor Requnrement Capture of
Customers Needs

e risks are that these risks represent
tion’s control. Other risks are ignored
o “Mtrol, which cannot be managed

The criteria which the team used t ﬁ !
core business risks and they are. uﬁ'd
as they are beyond the casg_;argamsa

effectively within the orgam <

The Mitigation Stratesgl?( ‘ \Plar "‘hwkbeen formulated as shown in
Table 5.5 to Table 5. ] The Risk"“Early Warning System has been

established as shown ia'Ta

6.1.2. Highlights of N . ad

The primary objective‘of thi RM" ] m'ént is to consider enterprise
risks in both the day-tosday, p'er§'¢’| nsj i management decision making.
Since the system has been of this project are discussed as
follow:

e Combination of\aAS[NZS 4360 éng EMEA:  Auspralian/New Zealand Risk

Management Andard, A S 15595, e een used as a basic
framework, giving i roa ‘ ' 7 rprise risk management,
which this standgd is widely used™ acc@jed in many engineering
organisations. The antltatlve analysis technique, Failure Mode and Effects
Analysis ( FMEA is a simplicity
method th ug ?mywv w\yﬁﬁﬁcal analyses or large

quantities 6@f historical data. It is subJectlve and depends on the user's
percep and u an assist the
Qﬁ %ﬁm m %in % 95F uracy in risk

» Wider Perspective of Risks: This risk management workshop enormously helped
the organisation to manage risks in an enterprise perspective. Since the system
has been established, the benefits related to organisational objectives and the
management process are the achievement of organisational objectives and better
focus on business priorities, strengthening of the planning process and the
means to help management identify threats. The benefits to the management
process include: a cultural change that supports open discussion about risks and
potentially damaging information; improved financial and operational
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management by ensuring that risks are adequately considered in the decision-
making process; and increased accountability of management.

e Linking market trend to core competency by the enterprise risk management:
For future development, the case organisation may link Market Risks, which is
one of the main enterprise risk factors, to the organisation’s core competency. As
the case organisation has an expertise on GE engine overhaul, but the demand of
Rolls-Royce engine overhaul is increasing which the trend is shifting from GE
engine to Rolls-Royce engine. This might be a potential risk (strategic risk) for
the case organisation. The case organisation should build the competency in
Rolls-Royce engine overhaul in order to catch up the trend and to cope with the

trend in the other market segn_,geqﬂ / /
SN\

S

Using ERM system to assist the Balan card: There are many similarities
between risk managgm:émd mrfolﬁmanagement, such as tracking
progress objective review by management, measurement activity,
significant differenti apparent from the literature reviews as well as
from the case studi Ulle strat gfe: control uses performance management

#

frameworks such Scorecard te identify. and monitor what ‘should
ey 4000 \
happen’, risk mana EWOQ@'I 'tfale focus on the identification of what
‘should not happ T 1 4 \ )
..{ i A\
0 GG
6.1.3. Problems When/Establishing ti .&ERM m

Apart from the advantages aﬂd‘%é'ﬁefif@is project, some problems occurred
because of the time limitatiof. The re__sgm_is a third party that could not get
involved with the mapagement of the o‘f'g'anisationﬁe r the researcher does not

have authority to Condet-the-project-i-a-fi-seaier— =

e System Overlapgeﬂ: There are nagemgﬁt systems within the case

organisation, creatir&g extra works, such as planning or documentations, to the

administrati | isk rlooked as it is not a core
managem ystem, m\ w mte ﬁv could not be achieved

as managefient does not see the importance of the ERM.

, ¢ -t LY
. oSSl 0 b ek BN o st
riskfmanagement system is to define the different types of risk. Thus they
become even more difficult to control. One example is the operational risk.
Furthermore significant time and resources are wasted in adjusting the Process
FMEA to assess the risks.

e Group Decision Making: The group decision making in the risk assessment
session is not satisfied. The airworthiness manager seems to have a big influence
in the group decision making, which the other team members seem to follow the
decision of the airworthiness manager. Moreover, as intended to use Nominal
Group Technique, the ERM team do not thoroughly understand the proposed
techniques, so the technique could not really be followed and turned out to be an
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Interacting Group Technique because the group members talked to each other
during the workshop, individual ideas are merged.

e The Risks discovered should have reflected the real Enterprise Risks: Potential
risks discovered seem to be operational risk, which in fact they should have been
the Enterprise Risks. This problem is caused by the ERM Team, which the team
members are mostly tactical management personnel, so the ideas are limited to
the operational level. According to the Airline Risk Factor in Figure 5.2 of Chapter
5, it can be seen that the risks can be mainly divided into two areas, which are
Internally Driven and Externally Driven. Further these risks can be subdivided
into four specific areas, which are Strategic, Operational, Financial and Hazard
risk. Comparing this concept to rk in this thesis, the risks discovered seem

(externally driven risk ‘problems might be occurred the
brainstorming session, adpaid attention and focused mainly

Management re
organisation.

the Group Facilitator, h ity, the workshop did not run at
full-capacity. Moreover onst . So the system established may
not reflect the fact of risks. H ve;'. his pilot project is satisfied.

-t ’e o =

LN . )
6.1.4. Human Erﬁf& in Risk Assessment;'ﬂtfj

.rr'___,

The technique of qu; titative risk s séen increasing application in
many industries over‘Y?\e last decade. Human errors agassociated with the type of
response, so that skill- bésed behaviour is prone to slips and lapses, such as Pressing
the wrong bﬁwl} %%ﬁﬂﬁ@ﬂﬂﬂﬂdﬁ ehaviour is prone to
mistakes, suc @s Wrong decisio orrectly executed. Slips are
failures in the execution stage of an action sequence while lapsgs are more covert
error aﬂkﬂiﬁtﬁmﬂmﬁjﬁ iﬂ rEj ﬁmﬁﬁerous and less
understdod than slips."Knowled ; stak i genetal,“most dangerous
because they are hardest to detect. (Kletz, 1991) characterises human errors into a
number of groups. These are:
e Errors due to slips or lapses, in attention (where the intention is correct, but the
execution is wrong);
e Errors due to poor training, inadequate instructions or lack of physical or mental
ability (mistakes arising from not knowing what to do);
e Errors due to lack of motivation or a deliberate decision to ignore the instructions
(sometimes called violations);

e Errors caused directly by the system or the manager or supervisor - most errors
could be traced to this factor.
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RECOMMENDATIONS

From the ERM system establishment, two lessons can be learned from those

problems regarding the establishment of a risk management system.

1. There is a big difficulty to differentiate between different types of risks it could be
recommendable to establish an overall control system first and then to insert
further tools for risks, which can be clearly defined.

2. The supporting technology/tool should be introduced for risk assessment session.
The use of enterprise wide risk management software can be useful

Generally the FMEA should be customised to be used as a Risk Assessment tool, the

Process FMEA used in this projec ' ppropriate to assess the risks as the
Process FMEA usually focuse&\on the mechanical components or the
manufacturing process, b t‘l'hksare not efects, in the other hand, risks
may pose significant oh{es fof the-organisation. The FMEA needs to be

slightly customised to he s oring:c?_]'fEHD-in the FMEA should remain the
10-point system, the / thue ‘Mintmduced, which the RPN,
Risk Priority Number, ca ing Applied Statistical Method, such as Mean
or Median, which th BN vall %ﬁ may be Bwined, reflecting the fact of

risks in the organisatio

should be continually r ‘totally useless as it acts as
assistant to monitor the kS nst ic plan, and these information
about future risks will be ugéd jrthe forthcomis k Management Meeting.

The Risk Management Divisiocr’,s’hﬁ,ld be‘%bed as personnel in the organisation
usually refuse to take responsibility outside their M? could be the cause-effect
of Thai culture, wﬁ(’ oSt people need to be forced-t p-c® their job, otherwise they
will not do it. ' :

From this study, the ca@e organisation should respond to the risks, which the action
plans weresﬁj uﬁ?ﬂw gmgj ﬂ arning system. The
Airworthines %{I ’I ljle responsible for on-
going risk mormorlng, which the r| s should then be reviewed about once a month
at a r revnewmg the
e Wﬂﬁﬁﬁm’ LT 82 oo rovee
by the fisk management team.

There are two main recommendations, which one is for the research and academic
improvement and another is one is for the case organisation.

6.2.1. Recommendations for Research and Academic Improvement

More Access to Risk Information
Further research is needed to have more access to the risk information within the
organisation. There is a question when establishing the ERM system “"what are we
getting from ERM? Fact or Fiction?”
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Alternative Risk Assessment Technique:

As the risks are changing, the new processes or tools for managing the risks are
required. The practices must continually adapt to a changing environment. Risk
assessment tools should be reviewed as circumstances change.

The process used in this study, Failure Mode and Effect Analysis, has the benefit of
being quite simple and quick. There are much more sophisticated techniques used to
estimate and manage enterprise risks such as the Monte Carlo simulation which uses
statistical analysis to determine the risks. But these techniques generally require a
lot more time and resource to carry out.

Risk Matrix: ' %

After the risk management team has identi /ad’ quantified the enterprise risks,
the researcher may apply the risk matrix priont_is’e_‘t_ﬁg risks as to their severity and
frequency. The figure 6.1 shows-an example of tha;i__s_‘li_matrix. This risk matrix does
not indicate the correlati tween| risks but.rather shows the severity and
frequency of a particul \ further provide the ranking of the risks and their
causes. -
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Figure 6.1: Ri@l@ Nfandgémevfmfm" an : g w “ | | i

The concept of’ this matrix is applied from the Australian/New Zealand Risk
ManageJéf\tg s ng [10?~ eint: sca{ellnstFad of 5-p6fr‘1t scrlg that mqy »glve higher level
of accuracy't the Fisk Bssessiteritdd O 1§ ‘ ol L

Moreover this risk matrix should be applied to closer the gap between the view of
Strategic and Tactical Management advised by Microsoft Corporation, which “there is
a line between tactical and strategic management, the line should be consistent
between financial and business risk management.” The Tactical Management and
Strategic Management view risk in different perspective, leading to different
decisions. Hence the researcher may advise the organisation to use this risk matrix
to look at risks strategically and tactically. When risks, severity and frequency, are
fully understand, the management may come up with better risk-treatment
solutions, such as retain, transfer, share or avoid.
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6.2.2. Recommendations for Case Organisation

People in Charge of Risk Management:
The risk management teams included:

» Line management, human resources and risk management professionals.

e Multi-disciplinary teams for risk identification with varying risk attitudes.

e A cross-functional risk management committee with representation from
operating units and treasury/finance, human resources and risk
management.

e A risk management strategy steering group where all major functions are
represented. '

e A risk management commrtt osed of division heads.

A risk-management workshc ‘hqui &/ of the key personnel and can be
usefully combined with a orkshop takes between one and
three hours. It is best car arried-out th space to stick flipchart pages
around the walls of the rogae lly bett if the facnlltator is not a member of
the project team in o tobe! ébjecmg and independent. It also helps if
the facilitator has so i _’ 1 nagerﬁgg&and workshops, in order to

w17 ; N
Sometimes there will be bate ! ut.ghi jective that may highlight differences
in the team members! lons"" Sir which itself is a enterprise risk
and needs to be recorded asisuc “P"_;J' : . The agreed objective should

The case organisation may appa%d a senior=manager, operational risks, to be the
head of risk management w‘ﬁifﬁ’direoﬂy"' ‘ to the top management.
This head of risk v ~ ive on the business, such
as commercial, mai tenance operati skills etc. This head of risk
management should ncourage ot jers to manage risks in their own
division, while he coll ts all the risks and manage therf’!ga't corporate level.

Teamwork is ﬁl%g nf%o}:t %g ﬂ&]lﬂﬁa way to focus diverse
disciplines on q? on objec ic g risk. Teams provide

balance. Also, teams pollinate a#'concern forggisk management throughout the

e ST AR M L R L e

concerning the composition of the team.

Centralised Risk Management:

The case organisation may establish a centralised risk management activity, which
the processes apply to every division of the organisation. Each division complies risk
registers, which have to be presented for review at corporate level, by the head of
risk management. This risk register may be reviewed as a part of the normal
quarterly review of business performance.
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Risk Sharing:
The case organisation may manage the risks by sharing risks with other world-class
companies. Investment in development of computerised maintenance planning
system, personnel training, and equipments for maintenance of new models may be
done by collaboration and alliance between each Aircraft MRO service providers.
Through this knowledge or risk sharing, the organisation can:

e Focused each partner on the link between investment and profits

o Brought spare-parts suppliers together to meet the objectives.

e Apply best management practices.

o Encourage the integration of organisational culture and personnel skills.

Risk Management Software:

The ERM Process is still in its eadykth!!l./yase organisation may move towards
“which /

an automated monitoring pr %e both tracking loss events, and
automated gathering of@ ndig\to atic linking from existing data

systems). __-_...--"’
Currently, the Awwort/

reporting the key risk

erly ba y identifying and tracking

these items, real world i ion ¢ o i eg by the Risk Managers to support
the risk assessment @ _ torjor the risk of ‘Employee
Satisfaction” could be th staff tutn’ a group. This information, when

There are many off-the- _' ware vacka s\ that are designed to help
progressive organisations f ! Juarc against and take advantage of
their corporate risks. As this studﬁsed the AS/NZS 4360: 1999 risk management
methodology, the case organi"'afio"n shou e the are that complies with
Australian/New Zeala : i 50, Risk-N ement software must be
able to: ' ‘ ‘
e Review operatgws and exposures U
e Review presen strategies
. Rev1e %rg sK‘-'l'neasures o/

| e RRETT A )21 5

o Providewritten strategles to implemen

¢

i 1 OO AVCA R e R Tl 75 94 b

mitigate the downside of risks, or take advantage of the upside.

Risk Management Training:
Risk management training includes all statutory, mandatory and required training,
such as, fire, Health and Safety, manual handling, violence and aggression, etc.

A risk management training sub-group of the Training and Education Committee
should be established to develop risk management training, and ensure that risk
management training opportunities are taken up by those staff whose roles are
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identified as carrying particular risks. Two issues are emerging as immediate
priorities for the group
o the volume of risk management training necessary to meet the requirements;
e non-attendance at risk management training.

Organisational Learning:

In a study of Wells (1997), most organisations gather extensive amounts of
information about risks. Such records include accidents, reports, data on day-to-day
operations, observations. This data collection should be enable organisations to learn
from the past to do better in the future. Some organisations sometimes have a
culture of not wanting to know. An adequate and effective communication between
all levels of management is esse ‘ ‘ duce the likelihood of significant risks

|

being left untreated. Such communic ly work when qualified persons with
technical insight have positi all le ‘)organisation. So that information
can be put into the corr 'andqpppreemaf."

0:1999 recommends that each
stage of the risk e documented, including
assumptions, method . ocumentation demonstrates
that the process has be ohduct ' o\@es a record to develop an
organisation databasgfof d 1at ‘ gaﬁg monitoring and review. It

The Australian/New Zealand

groups. Senior managem mi d t supporting the initiative with the
required resources.

To this end, major Fhée organisational culture and
Thai culture, which"g anee of the Risk Management,
unlike Japanese cultur tha yeopl ; @ and never satisfied in what
they acquired. I would like to conclude that "It seems to be an easy task in theory,
but it has b ra rom experience in this thesis,
the key ele aﬁ %%Ej{m %%ilj %ent from everyone in

the organisation.
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