CHAPTER 4
SYSTEM DEVELOPMENT

This chapter describes the cbncerned theories that are used for the “Die attach
machine error detection” system development. It starts from the basic concepts of die attach
process and machine. Following sections are details of the international standard association
and the standard that relates to semiconductor equipment communications. The
communications capabilities of the die aftach machine are also described at the end of this

chapter with some basic concepts on the Error deteciion system.

4.1 Die attach machine and procedure

There are many suppliere and models of die attach machine. However, not every
machine can interface and cammunicate with the host. Some machines are designed for the
purpose of die attachsonly’ whefeas others extend their capabilites on the host
communication interface. Howgver, the host communication interface requires advanced
technology for system develgpment: Hence, some suppliers are not capable enough for this

technology now.

ESEC SA Inc. is a leader of die attach machine suppliers- Many models of die attach
machine are produced and developed by this company. The latest modei is 2007 that is an
advanced technology, high precision machine for picking up the circuit chips (die) from a

sawn wafer and bonds them onto leadframes.

It is not only the advanced “technology in~this” model ‘but also adding the host
communication iNterface intodhe machine. Theanachine-is controlled by-a built-in computer
system sq;that the host communication interface is possible.” It expands the machine
capabilities to be higher than its competitors, Hence, the ESEC die attach machine modei

2007 is selected for the “ERROR DETECTION SYSTEM” development.

The figure 4.1 shows the ESEC die attach machine model 2007 and the front panel of

the machine.
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Figure 4.1: ESEC2007 operator contrels. {Front side)

4.1.1 Die attach operations

Due to the research related to detection of machine states and errors on the
machine, some_parts and basic_fmachine operation“have to be known. The die attach
operations relate to picking-the-sawn chip ((die).up and then place onto the leadframes.
There.are-some.important parts that directly relate to this machine operation. The first part
is bond module, which consist 6f albond arm and bond head! This partis used to pick the
sawn chip {(die) from the watfer and then move to bond on the leadframes. Another part is
leadframes indexing module that is a part to transfer leadframes to epoxy dispensing and

bond location. The following figures illustrate the bond module and indexing module.



Figure 4.3: Indexing module.

Bondhead
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The steps of die attach operation can be explained briefly by refer to the following

figure. ’
Bond Park Pickup
position 1 positlon position
2
3
Bondam
with
bondhead
Indexer

Die ajector

Figure 4.4: Steps of pickup and bond chip {die) onto leadframes.

The bond arm moves friorn park position (1) to pickup position {2) and picks a sawn
chip from the wafer. At the same-time, leadframes is placed onto the indexing module,
and moved to dispensing location. The epoXy Is applied on the leadframe at dispensing
location. This epoxy is an adhesive between chip and leadframe. Leadframe is then

moved onto bond logation after applying the epoxy.

At bond location, the bond arm moves with a chip and places it onto the

leadframes. Afler tiat bond afm moves (o parkipasitionand start for the next sequences.
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After bonding step, the chip are attached onto die attach pad as shown in the below

figure. .

Chip (die)
Figure 4.5: Die on leadirame after bonding.

The most errorsof machine are in either leadframe indexing or chip bonding steps.
The following cases afé the exampies of error that always occur during die attach
machine operation.
1) Leadframelis damaged by indexer before reach bond location.
2) Leadframes gan natbe transferred to indexing module.
3) Chip drops during bond arm movement.

4) Chip.is not attached onto the leadframe.

4.1.2 Host communications

The ESEC die attach machine model 2007 is designed for host communications.
The communication interface betwéen the machine &nd the host is in accordance with the
SEMI Equipment Communication Standards.SECS-| @and SECS4. The machine may be
connected tea-host.computer via a.standard computer RS-232C serial link. The machine
provides a serial connector on the’rear(side 'so that this ' connector will Be used for host
interface. The following figure illustrates the location of serial communication connector on

the machine.
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Figure 4.6; Rear side and serial communications connector location.

4.2 The standard of equipment communications

Semiconductor Equipment and Materials international (SEMI) is an infernational trade

association. SEMI serves more than 1,600 member companies with programs, specifications,

standards and guidelines to create a productive business environment for semiconductor

manufacturing, such as chemicals and gasses, process equipment, factory communications

protocols, facilities and safety.



27

SEMI's International Standard comprise the world’s most comprehensive listing of
standards specifications for needs, requirements and recommendations of vendors, users
and industry consuitants. Over 3,000 volunteers work together to develop the proposal of
standards which are then submitted' to among suppliers and customers for ballot. All
approved specifications are published in eleven volumes which covering process chemicals,
gasses, equipment automation on both hardware and software, materials, packaging,

microlithography, facilities standards and safety guidelines,

According to the above infermation, standard6f the equipment communications is also
defined in SEMI's standards. For semiconductor equipment communications, the equipment
suppliers have to design their preduets by refer (o the SEMI's standard while the customers
or users should also know the details of this standard, The development of equipment
communications in the semiconductor industry bhas used the SEMI Equipment
Communications Standard or SECS, SECS was chosen in order to meet the demands of
managing the massive amguntsof data generated. Moreover, it has been used for managing
the expensive equipment in'semicondycior manufacturing to expand its capability, The
SECS is now being used generally in the other industries such as hard disk and head

manufacturing, circuit board manufacitifing, etc.

4.3 SEMI Equipment Communications Standard (SECS)

SECS is a co-ordinated pair of standards for the semiconductor industry that defines a
serial communications interface ,between equipment and a host. The detail of SECS is
defined in SEMI E4(SECS-1)'and SEMI'ES (SECS-II)of the, SEMI standards. SECS-| defines a

physical communications interface while SECS-I| defines the content of the messages

4.3.1 SEM! E4 (SECS-)

SECS-I is the general message transfer layer of the SECS standards, It defines the
exchange of binary messages between a host and semiconductor processing equipment
via RS-232, serial communications port. A host is an inteliigent system of computer, which
communicates with the equipment. Semiconductor processing equipment includes

equipment intended for wafer manufacturing, wafer processing, assembly and
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packaging. This standard is established for independent manufacturers to produce
equipment or host, which can be connected without requiring specific knowledge of each
other. This standard includes the description of the physical connector, signal levels, data

stfucture. data rate and message p't:otocol.

4.3.1.1 Connector
As the previous mention, SECS-l is a standard for communications or exchange
of binary messages between a host and semiconductor equipment via RS-232, serial

communications port. Therefore, the RS-282 siandard should be known.

The ElA RS-232 slandard was established in 1960 to define the physical and
logical interface betweensCompliter and communication equipment. The standard 25
pin connector type™'D’ (DB-25) will be used. A conneclor on the equipment will be a
female connector while a'male connector will be mounted on the cable from the host.

The maximum length of the cable is'50 feet.

4.3.1.1.1 Signal pins

Pins on the connector have functions as defined in the following table.

. i
Positive Ground

Transmitted Data

Pin

1

2

3 Received.Data
4 Reguest To Send

5 Clear To Send

6 Data Set Ready

7 Signal Ground

8 Received Line Signa! Detector

11 Select Standby

12 Secondary Recéive Line Signal Detector
13 Secondary Clear To Send

14 Secondary Transmitted Data
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15 Transmitter Signal Element Timing
16 ' Secondary Received data

17 Receiver Signal Element Timing
18 Test (+12 to +15 volts)

19 Secondary Request To Send

20 Data Terminal Ready

21 Signal Quality Detector

22 Ring / Calling Indicator

23 DataSignal Rate Selector

24 Transmitter Signal Element Timing
25 <1210 -15 volts

However, pind, 2 3 and 7 are required for all equipment complying with
SECS-!. Pin 18+and 25 are optional power supplies for driving external isolation
circuits. If any other pins are used, it shall foliow its function. The description of pins
which are required for equipment communications per SECS-I standard shown as

the followings:

Pin 1 {Protective Ground)

This pin will connect to body of the equipment &8 a ground.

Pin 2 (Transmitted Data Circuit, TD)

The-data.willhbe transferred-fram, equipment through-this pin.

Rin-3 (Received-Data Circuit; RD)

The data will be sent from hostto'equipment through this pin,

Pin 7 (Signa! Ground)
This line provides the reference signal of common ground for all data

exchange circuits except protective ground.
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4.3.1.1.2 Logic Levels

For the signal pins 2 and 3, a voltage less than -3 volts will be the logic 1;
called “mark condition” and a voltage greater than +3 volts will be the logic O or
“space condition”. However, voitages must not exceed +/- 25 voits. The logic levels

can be illustrated as the following figure.

+Vmax T

SPACE (ON)
3V ' ]
oV
-3V . T

MARK (OFF)

V on x

Figure 4.7: Logic levels of RS-232, serial communications port.

4.3.1.1.3 Data Rate
The data-+aies on signal pins shall be 9600, 4800, 2400, 1200 and 300 baud.

However, it depénds upon the capability of the equipfment: The same data rate shall

apply for data sent to'and frofri*the equipment:

4.3.1.2 Character Structure

The data transmission-consists-of 8-bit bytes sent serially with one start and one
stop bit. All bit transmissions are the same duration. The 8 data bits are numbered from
1 to 8 in the order sent as shown in below figure. Bit one is the Least Significant Bit
(LSB) and bit eight is the Most Significant Bit (MSB). The communication is bi-
directional and asynchronous but the data flows in one direction at a time. Special

characters and a handshake code define the direction of data transmission,
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START BIT | 1 2 | 3| 4
s
(©)

7 8 |STOPBIT
(1)

Figure 4.8: Character structure.

Data is sent in blocks of 254 bytes or less, Each block consists of a 10-byte

header followed by data, For multi-block message, a message sent in more than gne

block, the maximum number of blocks that can be sent is 32,767 blocks.

4.3.1.3 Header structure

Data is sent in block.with'the maximum 254 bytes and the minimum 10 bytes.

The first 10 bytes of eveny'black are called “Header". The fixed format and structure of

the header will be descriped: The following figure is the general header structure.

10

R Upper device ID

Lower devicedlD

w Upper message 10

Lower message 1D

E Upper-block 1D

towerblock D

System

Systemn

System

System

Figure 4:9: Headerstrueture.

4.3.1.3.1 Reverse Bit. (R-Bit)

STREAM
FUNCTION

The reverse bit defines.the direction of a message. The R-bit is set to "0" for

message from host to eguipment while set to "1" for message from the equipment to

host.
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43.1.3.2 Device ID

The device ID defines the source or destination of the message. it depends
upon the value of the R-bit. If R-bit is set to “0", host to equipment, device 1D will be
destination. If R-bit is set to 1", equipment to host, device ID will be source. The
host has no device 1D so that device |D means equipment identification that wants

to communication with.

4,3,1.3.3 Wait Bit. (W-Bit}

The wait bit is used to indicate thaithe sender of a primary message expects
a reply. If W-bit is set to “0", a reply will not'be expected. A value of one in this bit
means that a replyis expected. For secondary message, the W-bit must be set to
zero. For multi-block message, the W-bit must be the same in every block of the

message.

4.3.1.3.4 Message ID

The message ID identifies the format and content of the message that is
being sent, The primary message wiill have bit 1 of the lower message ID set to “1",
Thus, it is defined as odd Aumbered message. The secondary message is defined
as even numbered messSage and have bit 1 of the lower message 1D set to “0". In
SECS-II, byte three-is-defined-as-ihe-"STREAM™and byte four of the header is
known as the "FUNCTION",

4.3.1.3.5 End-Bit. (E-Bit)
The-end, bit is used to-determine the block of @ message. The last block of a
message will have a value of E-bit set to one (97> A value of zero"means that more

blacks will besent
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4.3.1.3.6 Block number

For multi-block message, more than one block is sent. Thus, the number of
block shall be defined. The first biock is given a block number of one, the block
number for following block is incremented by one for each subsequent block unit
the entire message are sent. In a single block message, the block number must

have a value of zero or one. However, The maximum block number is 32,767.

4.3.1.3.7 System bytes
Byte 7 to byte 10 of the header of each message is system byte. It must

satisfy the following requirernent.

- They musiibe distinct irom the most recently completed transaction.

- They must'alsg'be distinct from any system bytes of blocks that were not
successiully sentsince the last successful biock send.

- The systemybytes of the reply message must be the same as the system
bytes of the correspoading primary message.

- The system bytes of all blocks of a multi-block message must be the same,

4.3.1.4 Block Transfer Protacol

The block fransfer protocol is procedure used by the serial line to establish the
direction of commUnication and provide the environment for passing message blocks.
Most of the protocoi’is accomplished with a handshake of single bytes. The following

are the definition of some'words used in the blockeransfer protocol.

4.3.1.4.1 Timeout Parameters

The timegut,are used to detect communication faiiures. (Ityoccurs when the
measured time between two events exceeds a pre-determined limit. The time that
required in one situation might be longer than another situation so that its values

must be tuned to meet the application.

In the block transfer protocal, there are 2 situations requiring timeout values,

Inter-Character Timeout (T1) and Protocol Timeout (T2).
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1) Inter-character timeout (T1)
It limits the time between receipt of characters after the length bytes has

been received and until the receipt of the second checksum byte.

2) Protocol timeout (T2}
It limits the time between the below situation,
1. Sending ENQ and receiving EOT.
2. Sending EOT and receivingdength byte.

3. Sending the second checksum byte and receiving any character.

4.3.1.4.2 Handshake Bytes
There are folir standard handshake codes used in the block transfer protocol.

its letter names zand functions are shown as below.

Name Code Function

b8 i b6 & . b1
ENQ @000- 0101 Request to send
EOT 0000-0100 Ready to receive
ACK 00000110 Correct reception
NAK 0001 0101 incorrect recepiion

4.3.1.4.3 Block lengths

Thé\block length is the unsigned integen valtie that is sent after receipt of
EQT. It defines the length of block.that being sent. The length includes all bytes sent
after the length byte excluding the 2 bytes of the checksum. However, the maximum

bléck length is 254 bytes, and the minimum is 10 bytes.
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4.3.1.4.4 Checksum

The chécksum is calculated as the sum of the binary values of ail bytes after
the length byte and before the checksum. The checksum is sent as 16 bits in two
bytes. The high orders eight bits of the checksum will be sent first, followed by the
low order eight bits. The checksum is used by receiver to check the errors of
transmission. The receiver performs the same checksum calculation on the
received header and data, and then compare against the received checksum from

sender.

4.3.1.4.5 Retry Limit (RTY)
If the time of'transier exceed the timeout parameters, the block transfer
protocol will attempt ta'retry sending a biock. The retry limits is the maximum

number of the retry sending.

4.3.1.4.6 Master / Slave

When both ends of the line try to send message at the same time, a condition
known as line contention. The protaceol resolves contention by forcing one end of the
line as the slave to postpone its transmission and enter the receive mode. Re-
transmission of blocks is used to correct communication errors. The host is usually
designated as the-slave-while-the-equipment.is-designated as the master. This is
based upon the assumption that equipment is less anle to store message than the

host,
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The operations of the block transfer protocol are shown and described in the

£

following figure.
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The flow chart ilustrates the operation of the five states of the protocol. 1t
includes ldle, Receive, Send, Line'control and Completion, The cperation of each state

is described as below.

1) {die State
Both ends of the communication start in the idie state. There are two
primary activities of the protocol can take the operation exits from the idle state.

These are Send and Receive.

2) Send state

Once a message. is o be sent, a sentslate is established. The first byte
sent is the bleek length {length of daia in the bloek). After that, more bytes have
been sent andthenfollowed by the two bytes of the checksum. When the sender
receives the ACK (Correct reception) before time T2, the block is deemed
property sent. liithe Sender receives a non-ACK character before time T2, or no
character sent within time 72, the line conirol state is established for possible

retry.

3) Receive state

Once +he other end of the communication has‘a message block to send,
receive state-s established. The first byte received is the block length byte. After
that, the receiver counts and saves the following Bytes including the checksum.
The receiver computes theé-checksum bytes-based upon the received data and
then compares the tweschecksum bytes together. The acceptabie is both

checksum bytes are the same.

4) Line control
The line control section establishes the transmission direction, resolves the

contention and handles retries.
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- Transmission direction
When an ENQ is sreceived in the idle state, the line control responds
with an EOT if the block transfer protocol is ready to receive. The block

transfer protocol then gbes to the receive state.

When a message is to be sent, and ENQ is sent to the receiver. If an
EOT is received within the time fimit T2, the block transfer protocol goes to the

Send State.

- Line contention

If the elave recelves an ENQ in response to the ENQ, the line contention
has occurféd. The slave will pastpane the send of its block until it receives the
block from' the smaster. Thus, .the slave prepares to receive the block and
sends and/EQT{ The posiponed biock will be sent after the block transfer

protocol retusns to the |dle State.

When the master sends an ENQ, all characters can be ignored except
an EOT. After a slaversends an ENQ, it can ignore all characters except an

ENQ and\EQT;

- Retries

When the time between sending ENQ and receiving EQT, or the time
between-sending, the second.byte of checksum and_receiving any character
excbeds the time liMitT2, or a nen-ACK Eharacter istreceived within time T2,
the-line-control-will-go-to retry sending. The. retry, counter, will be increased
and then re‘send the ‘message. If the retfy count-does not exceed the RTY
parameter, the block transfer protocol will retry sending. If the retry count

exceed the value of the RTY, a failed send has occurred.
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5) Completion state

The completion state consists of receive completion and send completion.

- Receive completion .-

After the block is correctly received, an ACK character is sent to sender
and the protocol is notified that a block has been received. However, receiver
will send an NAK if it is the following situations.

1. T2 is exceeded while waiting for the length character.
T1 is exceeded between Characters being received.

The length-byte is invalid

PN

Thereceived checksum does notagree with the computation.

The iéceiver may discard any received data after an NAK is sent. After

that, the recéiverreturns ta.the Idle State immediately.

- Send completion
If an ACK is received withintime T2, after the second checksum byte is

sent, the message pratocal is notified that it is successful sending.

4.3.1.5 Message pictoco!
A message 1s.a complete unit of communication -in"one direction. It consists of
the message datatogether with the following information from the header such as R

bit, W-bit, device ID, system bytes:

Before the message protocoleexplanation, some words, or parameters used will

be described.
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4,3.1.5.1 Message length

The maximum data lepgth in a single block of a message is 244 byles.
(Maximum block length — header) The maximum number of blocks that can be sent
in a multi-block message is 32,767. Therefore, the maximum data length aliowed in

a message is 244 x 32,767 bytes.

4.3.1.5.2 Transactions

A transaction is a primary message and a corresponding secondary
message that is called the reply. A transaciion is opened when primary message is
ready to be sent. A transaction is closed when the last block of a primary message

request no reply messageor when the |ast block of the reply has been received.

4.3.1.5.3 Reply linking

When the primary imessage has a value of W-bit set to “1", a reply is
expected. The expectgd block will-have the complement of the R-bit, the same
device 1D, W-bit is 10", /ard. have the same system bytes as those of the given

primary message.

4.3.1.5.4 Reply timeout (T3}

The replytimeoutlimits the time thatihe_message protocol is willing to wait
after the last bieek of a primary message has been sent and before the arrival of the
first block of the Teply. If the first block of the reply do€s not arrive within the time T3,
the expected block is temovéd from the list of-expected block, and the transaction

is aborted.

4,3.1.5.5 Intersblock timeout {T4)

The inter-block timeout limits the time interval between the successful receipt
of a block in a multi-block message and the successful receipt of the subsequent
block of the same message. If this time is exceeded, the message will be cancelled
and the transaction is aborted. The inter-block timeout is used to measure the time

between block arrivals in the multi-block message.
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4.3.1.5.6 Routing error

When the equipment has received a block of data with device ID does not

match its own device ID, it can assume that the block was sent in error.

When a block is sent successfully, all bytes in the header are combined to
determine what to do with the biock. The operation of the received message is shown

in the following flow chart.
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Figure 4.11: Message Receive Algorithm
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The message protocol uses the concepts of an expected block. When a block is
. received, the first determination js whether the biock is one of the expected blocks or

not.

If the block is not one of the expected blocks, it must be a primary message
otherwise the block has been sent in error. Thus, the block can be discarded. If the
block is the first block of a primary message, and it is not last block of the message, an

inter-block timeout (T4) is established anclset.

If the block is orie.of the expected blocks, thenit is either the first block of a reply
message or it is part Of an-open message. If the block is the first block of a reply
message, the repiy limegfor I8 is cancelied. If it is the last block of the given message,

the message is compiete

If the block is not the last block of the message, then the inter-block timer is
reset, and the next expecied block is set to have the same R-bit, device ID, W-bit,
message 1D, system bytes and the block number has one greater than the block that is

just received.

4.3.1.6 Parameter sefting

There are eight parameters of the block transfer protocol. The selection and

setting are described as following.

1. Baud rate (BAUD)
This cparameter,, sets the serial, line, speed~Itoshould /e based on system

performance.

2. Device |D
It is identifier that is assigned to the equipment. The value of the device ID is
determined by the particular system requirements and it's generally unique

within one factory.
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3. inter-character timeout (T1)

The T1 detects the interruptien between characters.

4. Protocol timeout (T2)

The T2 detects a lack of protocol response.

5. Reply timeout (T3).

The T3 detects a lack of reply message.

6. inter-block timeout (T4).

The T4 detects an interuption in 2 multi-block message.

7. Retry limit (RTY).

Retry lmit is (3@ maximun numoer of send retries allowed.
8. Master / Slave {MIS)

The first 7 parameters mustbe adjustable by the user. The range and resolution

of the parameters,must be atTeast as shown in the following table.

Table 4.1: Paramelers for equipment communications.

Parameter.name Typical value Range Resolution
Baud rate 9600 300 - 9600 -
Device D - 0- 32767 1
Inter-charactertimeout 0.5sec. 01 =10sec. 0.1 sec.
Protocol timeout 10 sec. 0.2 - 25 sec. 0.2 sec.
Reply timeout 45 sec. 1-120 sec. 1 sec.
Inter-block timeout 45 sec. 1-120 sec. 1 sec.
Retry limit 3 0-3 1
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4.3.2 SEMI E5 (SECS-I)

SECS-II defines the details and method of conveying information between intelligent
equipment and a host in the form of message. it intends to define message to such a level
of detail that some host software may be constructed with only minimal knowledge of the
equipment. Whilst the equipment requires minimal knowledge of the host. This standard is
established to be fully compatible with SEMI Equipment Communication Standard E4
(SECS-I).

SECS-Il provides form and meaning to message exchange between eguipment and
host using a message transfer protocol. The messages defined in the standard support
the most typical activities required” for Integrated Circuits (ICs) manufacturing. These
messages are organiséd inte’ categories of activities, called "STREAMS®, which contain
specific message, called "RUNCTIONS'. This standard applies to equipment‘and hosts
used in the manufacturing oflsemiconductopdevices. Examples of the activities supported
by the standard are transier ©f conirol’ programs, material movement information,

summarised test data, and alamms.

4,3.2.1 Streams and Functions

In SECS-Il, messagés-are identified by a stream code and a function code.
There are 127 stréam-codes-defined-in-ihis-standard-oy fefer to 7 bits of the upper
message |D in header. (Another bit is W-Bit). While all 8 bits of lower message ID in
header are used for function codes so that 255 function codes are defined in the
standard. Each combination of Streams_code and function_code represents distinct
message identification, The lists of SECS-Il messages usedUin the ESEC die attach

machine mode! 2007.and.their. structures are.described in the APPENDIX A.

4.3.2.1.1 Streams
A stream is a category of message intended to support similar or related

activities.
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4.3.2.1.2 Functions

A function is a Specifio Jmessage for a specific activity within a stream. All
functions will follow a numbering convention corresponding to primary and
secondary message pairs. ‘As defined in SECS-I, all primary messages will be
defined as odd numbered message so that it is given an odd numbered function
code. Similarly, function code of the reply message is determined by adding one to
the primary message function code. Function code "0" (zero) is reserved in all

streams for aborting transactions.

4.3.2.1.3 Stream and Function Allocation
Some of siream and function combinations are reserved for this standard,
while others are" available for user definition. The stream and function codes

reserved for thissstandard shown as follows:

Stream 0, Functions 0= 255
Streams 1 = 63, Functions Q- 63
Streams 64 - 127, Function. 0

The stream and function codes available for user definition are as below:

Streams 1 - 63, Functions 64 - 255
Streams 84 - 127, Functions 1 - 255
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STREAM CODE

01 pe 63 64 127

F 0
U 1 Reserved for
N this standard
C
T
I 63

64
N

Available for

Z user definition
D
E 285

Figure 4.12: Streams and.Function allocation.

4,3.2.2 Transaction protocol
In order to comply with SECS-II, the implementation must meet the minimum
transaction requifements. The transaction forms the basis for all information exchanges
in SECS-ll. A transaction consists of either a primary message with no reply is
requested, or a primary message which requests a reply together with its secondary
message.
The transaction level requirements can be shown as the following items,
a) ‘ResponditorSi AL with S1F2,
b) In case of any received message can not be processed by the
equipment, the error message on stream 9 would be sent properly.
c) Send S9F9 to the host when a transaction timeout at equipment is
detected.
d) When the function 0 is received as a reply 1o a primary message, the

related transaction should be terminated.



48

4.3.2.3 Data structures

All information transmitted according to this standard will be formatted using two
data structures, ITEMS and LISTS. These structures define the logical divisions of the
message while message transfer protocol defines the physical divisions of the

message.

4.3.2.3.1 tem

An item is an information packet, which has a length, and format defined by
the first 2, 3, or 4 bytes of the item headep(IH). The item header consists of the
format byte and the length byie (s). Bit one-and two of the format byte indicates the
number of the follewing bytes, which refer to the length of the item. The item header

can be shown asfcllowing figure.

BIT
8 7 6 ] 4 3 2 1

It format code No. of fiangth
Format byte byte

Length MS byte

Length byte Length

LS byte
Leng%th yt

i

Figure 4:13rData structure.

Numberof length bytes can be 4wvalues; 0+00) 1 (01)72 (16}, @and 3 (11). The

meaning of each can be described as below:

No. of length bytes Meaning
0 llegal or data format error
1 One binary length byte, maximum 255
2 Two binary length bytes, maximum 64K

3 Three binary length bytes, maximum 7.99M
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The item length refers to the number of bytes following the item header called
the “item body” (IB). It is the actual data of the item. The item length that is defined
in item header refers to the item body only. H is not including the item header so that
the actual number of bytes in'the message is the item length plus 2, 3, or 4 bytes for

the item header.

Bit three to eight of the format byte define the specific format of the item body.
Hence, there are B4 possible formats, 00000 — 111111, The following table shows

fifteen formats of the dala.

Format code Meaning

Binary Octal

876543
000000 00 LIST
001000 01 Binary
001001 11 Boolean
010000 20 ASCII
010001 21 JIS-8
011000 30 8-byte'integer (signed)
011001 31 1-byie integer (signed)
011010 32 2-byte integer (signed)
011100 34 4-byte integer (signed)
100000 40 8-byte floating point
100100 44 4-byte.floating point
101000 50 8-byte integer (unsigned)
101001 51 ‘ 1-byte inteder (unsigned)
101010 52 2-byte integer {(unsigned)
101100 54 4-byte integer (unsigned)

Note: For integer, the most significant byte is sent first.
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4,3.2,3.2 List

A list is an ordered set of elements, where an element can be either an item or
a list. The list header has the same form as an item header witn format code zero
“0". The length bytes in list header refer to the number of etlements in the list rather
than the number of bytes. The list structure allows grouping items of related

information, which may haVe different formats into a useful structure.

4,3.2.3.3 Example of data struclurés
a) An item contains two binary code©{40101010, 11001100,
Bit
87654324
00100004 ltern, binary, 1 length byte
000000 10O 2 byteéslong
10101010
11001100

b) An item containg three ASCIl haracters, ABC.

Bit
87654321
01000001 ltem, ASCIH!, 1 length byte
00000011 3 bytes long
01000001 ASCIL A"
01000010 - AsSCluB”

01000011 ASCIIMC?
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c) The machine temperature is measured by ‘an equipment number 46, It
found high temperature on the measured point T1. Hence, A message is
sent from equipment to tell the host that the temperature at point T1 has
exceeded a pre-set"process {imit. The message'ID is stream 5, function 1
(Alarm report send), and the data consists of a list of three items. The first
item is a code for the alarm set and the alarm category code. The second
item is the equipment specific alarm number for this alarm, e.q. 17. The
third item is a string of text indicates a description of the alarm, e.g. “T1
HIGH". This message dose nairegtesis the reply message. The message

including the.message header is.as foliows:

Byte
[Message Header]
1 10000000 R=1 message from equipment to host
2 00104110 Bevice ID = 46
3 0000 0101 W = 0 (No reply), Stream 5
4 0000 0001 Function 1
5 1000 0000 E= 14 (Last block)
6 00000001 Block number 1
7 06000000
8 0000 0000 System bytes =0
9 0000 0000
10 0006-0600
[Data]
11 0000-00041 Listy blengthbyte
12 0000 0011 3'elements
13 0010 0001 1¥ item, binary, 1 length byte
14 0000 0001 1 byte long
15 0000 0100 Alarm set, category 4
16 0110 0101 2" item, 1-byte integer, 1 length byte
17 0000 0001 1 byte long



18
19
20
21
22
23
24
25
26
27

0001 0001
0100 0001
0000 0111
0101 0100
0011 0001
0010 0000
0100 1000
0100 1001
0100 0111
0100 1000

F
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Alarm 17

3™ item, ASCII, 1 byte length
7 characters

ASCI “T"

ASCIl 1"

ASCll space

ASCH “H"

ASCi I

ASCIHG.

ASCH-“H"

The message @ontains 1 byte length (not shown), 10 bytes of header, 17

bytes of data, and 2 bytes of checksum (not shown). The total byte for sending the

above messageds 30/bytes: At 9600-baud transmission rate, the message would

be sent in 31 milliseconds.

4.3.2.4 Data items dictionary

This section defines the dataitems used in the SECS-Il messages. These data

iterns are stated inthe structure of SECS-Il messages. The name, format, and

description of each data items are described inthis dictionary. The APPENDIX B

shows the data items dictionary of the SECS-Il messages.
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4.4 Communication interfaces on ESEC die attach machine model 2007

This section describes the supparted state models of the ESEC die attach machine
model 2007. It presents the state models for communication, eduipment control and
pracessing implemented on the equi'p'ment. These state models describe the behaviour of

the equipment from a host perspective.

4.4.1 State model and methodology

The basic unit of a state model i the state. A state is a static set of conditions.
These conditions might involve sensor readingsy swilch positions, etc. In order to clarify
the state models, it is useful-to-distinguish belween-a state, an event and relationship of

one to the other,

An event is dynamicsrather than static set of conditions, It represents a change in
conditions and the awareness of such a change, [t might involve a sensor reading

exceeding a limit, switchichanging pcsition, or a time exceeding.

A change to a new state, state transition, state must always be prompted by a
change in conditions. In the offieéFword, an event causes to a state transition in the
equipment, In fact, there are many evehts which may oceur on a piece of equipment, so it
is important to classify events based on whether they can be detected and whether they

are interesting.

A furtherarrowing of the definitionofevent jis répresented by the term “Collection
events”. It is an occurrence on the equip-ment. which is significant to the host. These
collection eventsare reported 16 the host. The State madels arel intendedto be limited to
the level of detail in which the host is interested. Therefore, all state transitions will

correspond to collection events.
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Based on the communication interface manual of ESEC die bonder 2007, there are
3 state models that relate to the equipmént i.e. communications state model, control state
model, and equipment processing state model. The details of each state model are

described in the following.

4.4.1.1 Communications state model
The communications state model defines the behaviour of the equipment in
relation to the existence or absence of a communications link with the host. It relates to

a logical connection between equipment and.host rather than a physical connection.

4.4,1.1.1 Terminology
There are'some’ terms that \need to be clarified in order to eliminate the

confusion with the same or similar terms.

1) Communigation failure
A communication failure is detected through an unsuccessful attempt to
send a message when‘equipment can not send a message after multipie

attempts. This term‘accurs when the retry limit (RTY) is exceeded.

2) Conneciion iransaciion failuie
Thisoccurs when the equipment attempis to establish communications
and is caused by:
1. a communication failure,
2) the failure t0) receive an S1,.F14 reply within a transaction timeout
limit, or
31" receipt ©of DS1E14 with improper. farmat Dor Lwith establish

communication acknowiedge code (COMMACK) not set to zero.
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3) Transaction timeout

According to the block transfer protocol, an ACK is sent after receiving
the correct primary message. If a reply is expected, a transaction timeout
period will be activated immediately. A transaction timeout period begins after
the successiul transmission of a compiete primary message. The transaction
timeout in a SECS-I indicates that the equipment did not correctly receive the

first block of the reply message within the defined timeout limit.

4} Communication link
A communication link is the first successful compietion of any one S1,
F13/F14 transactionwith an acknowledgement of "accept”. It is logical link

rather than physical link.

5) Establish'communications timeout
Establish communications timeout is the equipment constant that
defines the delay between aitempts o send S1F13. This value is used to

initialise the CommDelay-timer.

6) CommDelay timer
Cominbelay-timer-is—an-iniermal-timer=that is used to measure the
interval between attempts to send S1F13. This interval is equal to the value in

the “Establish communications timeout”,

4.4.1.1.2 Communications states

There are 2 major states of SECS communications_in the ESEC die bonder
mode! "2007,0 DISABLED cand vENABED.. The operator.is |able to! change the
communications state selection via function keys on the front panel. The following
figure illustrates the main window and function keys position to enable and disable

SECS communications.



i

56

eSe [ Convert Assist

Messages Teach install
Main
Equipment mode = Processing T
Current recipe name = 8L TSSOP
Communication state = Disabled
Lot ID = 1234567
Lot defined by = Automatic
Chip bonded =8 Chips
Gross uph = 3518
Net uph = 4127
Wafers processed =3 Wafers
Bonded chips of wafer =1357 Chips
o
Rum 1
wafar Stop
Run Run' 1 Ruf—1 Run1 Run 1 Run
chip LF-device | leadframe | magazine complete

Figlre 4.147 Main|windaw and|function keys4Cr SECS.communications.

The 'ENABLED state<has ‘two' substates, " NOFP [COMMUNICATING and

COMMUNICATING. The current communications state is displayed in the

eguipment main window continuously. Figure 4.15 shows the relationship between

the super-states and substates of the communications state model.
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COMMUNICATIONS

1. DISABLED

2. ENABLED

.\' 3. NOT COMMUNICATING

7. HOST-INITIATED CONNECT

o
L‘ 8. WAIT CR

FROM HOST

l

9. WAIT TX
COMPLETE

4, EQUIPMENT-INITIATED CONNECT

6. WAIT DELAY

-

5. WAIT CRA

‘*

10. COMMUNICATING

‘.—/

Figure 4.15. Cammunications/state diagram.

The states of thie communicatioris_state modelare definesas falldws:

1. DISABLED

57

In this state, SECS-1l communications with a host computer is non-existent, If

the operator switches from ENABLED to DISABLED, all SECS-Il communications will

cease immediately. There is no message transferred between the equipment and

host in the DISABLED state.
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- 2. ENABLED

There are 2 substates-for ENABLED state, COMMUNICATING and NOT.
COMMUNICATING. Whenever communications are enabled, the substate of NOT

COMMUNICATING is active until communications are formally established.

When the operator switches from the DISABLED state to the ENABLED state,
no collection event occurs because no messages can be sent between the

equipment and the host until communigations have been established.

3. ENABLED / NOT. COMMUNICATING

There are no message sent from the equipment while this substate is active
except S1F13, 81F140and SOFx. The equipment discards any messages that are
received from ihe hast other than S1F413 or S1F14. The equipment also periodically
attempts to establish/Communieation with a host computer by issuing an S1F13,

until communications are successfully established.

The NOT COMMUNICATING state has two substates, HOST-INITIATED
CONNECT and EQUIPMENT=INITIATED CONNECT. Both of the substates are
active whenever the equipment is in the state of NOT COMMUNICATING. These
two substates Witustrate the behaviour of the egquipment in the event that both the
equipment and the host attempt to establish communications during the same

period of time.

4, NOT COMMUNICATING/ EQUIPMENT-INITHATED CONNECT

This, state sas-twoe- substates,nWAIT, CRA, and WAIT-DELAY. Whenever
EQUIPMENT-INITIATED CONNECT first become-active,the state ofWAIT DELAY is
entered and the Comm©Delay timer is initialised to begin timing by refer to the value
that stated in the “Establish communications timeout”. After the state WAIT DELAY,
and the time is initialised, the equipment attempts to send an §1F13 and transit into
the state WAIT CRA. If the equipment does not receive S1F14 and the time

remaining in the interval between attempts to send is zero, the CommDelay timer is



59

expired. Thus, it enters to WAIT DELAY again, and triggers a new attempt to send
S1F13 with transit into the state of WAIT CRA.

Note that the attempt to send S1F13 is made only upon transit into state WAIT
CRA while the timer is initialised only upon transit into state WAIT DELAY,

5. NOT COMMUNICATING / EQUIPMENT-INITIATED CONNECT / WAIT CRA

An Establish Communications Reguest (S1F13) has been sent by the
equipment. The equipment waits for the nost to acknowledge the request by
sending Establish Communications Request/Acknowledge (S1F14) with COMMACK
= 0. If S1F14 is received completely, communications have been successfully

established.

6. NOT COMMUNICATING /EQUIPMENT-INITIATED CONNECT / WAIT DELAY
Whenever a gonpection transaction failure has occurred, the CommDelay

timer has been initialised. Therefore, the eguipment waits for the timer to expire.

7. NOT COMMUNICATING { HOST-INITIATED CONNECT

HOST-INITIATED CONNECT has two substates, WAIT CR FROM HOST and
WAIT TX COMPLETE. When HOST-INITIATED CONNECT first becomes active, a
transition to WAIT'CR FROM HOST occurs and the eGuipment begins waiting for an
S1F13 from the host.

8. NOT COMMUNICATING/HOST-INITIATED CONNECTAWAIT CR FROM HOST
In this state, the equipment waits for an&1F13 from the hest. If an S1F13 is

received, the equipment attempisita-send an $1F44 with COMMACK = 0.

9. NOT COMMUNICATING/HOST-INITIATED CONNECT/WAIT TX COMPLETE
This state becomes active after an attempt to send an S1F14 begins. It
remains active until the completion of the S1F14 transmission. If the transmission of

S1F14 is successful, communications have been established.
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10, ENABLED / COMMUNICATING

This state indicates that the communications have been established. The
equipment may receive any message from the host. When the equipment is
COMMUNICATING, SECS communications with a host computer is maintained. The
COMMUNICATING state remains active until communications are disabled or a
communication failure occurs. In the event of communication failure, the equipment
returns to the NOT COMMUNICATING substate and attempts to re-establish
communications with the host. The details of establish communications will be

described in the following section.

After the communication is estabiished, theé communication state on main
window will be changed o be COMMUNICATING, and a function key of “ON LINE"

command appéars as shown inthe figure 4.16.
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&6 E&E Convert Assist ,, Messages Teach Instali
Main
Equipment mode = Processing iy
Current recipe name = 8L TSSOP
Communication state = Communicating
Control state = Equip off-line
Lot ID = 1234567
Lot defined by = Automalic
Chip bonded =8 Chips
Gross uph = 3518
Net uph = 4127
Wafers processed =3 Wafers
Bonded chips of wafer = 1357 Chips
o
Run 1
wafar Stop
Run Run 1 Ru 1 Run’d Run 1 Run
chip LF-device | leadframe | magazine compiete

Figure 4.16: Main window and function keys after successful establishment of

communigations.

ThHe~following «table-shaews cthe odescription of, the events triggering state

transitions and the actions taken.
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Table 4.2: Communications state transition table.

INLLYIINNWNOD L1ON "INjE UORESIVNUILICD ONLVIINANKOD
auﬁauuua w._.mt:oo
" paysige;sa ale SLOREDUMULIOD Cauonl  oNLYOINNNNOD| paeIdwed uaksshusuen §L3'1S| T auv 6
1soHwOdd ) — AUTWWOD)
T morwongLdis e R  uDLVA|  PBIE UOBSRUSIRE ¥) 348 L v
“SUOREMUMLILIOD 0= HOVAROD - ILIWNOD
T sioepr M eiees isoH] 00 WmsLSISPUsS T xdarem CL4'1SPaNEITY|  LSOHMOMIHD
_ ~ LSOHMOY: "ONEYIINNMNOO (LI3NNGD
T pmenwoneiisioweny 00 euen] e T T lonakmeAay]  GRIVUNUSOH 0 Am]
0 = NOVENGD
T pausiqess suopesummwng| ‘wonl | ONYINNMNNOD| UNw 7L 1S PAjIace paxsITY V5 Livm
ELE1E puRg
“SUOREIJUNTLUIOD YSHALISE ] - PRJCXE, JSRIT AR R OARLID D CLIS
a} Rurgoddo samop) 125 Aiday oN abessaw pizan Q) YUO LM Vey) a0 eBessaL 8 DANAIRY AVI30 LW
POHWOSEL KIS
QA ASW ¥ 3’15 10 NEA] ELT1S pusS Yo LivaR PRAICHD ST ABiE GUIIED AVT34] 1V
“axches o) Ui .J0] JEAA) ‘SWRAZBQUINSS BTG A30 “20r {3 UDRDE SULY UORIIUULD Ve 1vm)
RIS pues
suogesunwwod| - peNceE, Sl feRUNIOD) W ~ ONUWOINNKNOD| (L53NNOD mw....m:.m_ﬂ o
cs_aaﬁo B,Eu«_u Ssuuw_ ®s u:a__uu_csEES 2INEIUY Y20 LIVIA 10N 23:95( “INFRANDI G ALGT)
"QI1BVNI o uTes aezedo]
ubnosg Jo 031GvN3 ol ONLIYINNN
usgezieq wapsis woy 1o Aew] ‘aunnj HOOION| | @ Q318VYN3 Al Auy (0318vN3 0 iquD)]
“pegreeanad| ‘Q3avNa @ a3iavsia
41€ SUOQEAUNLILOD IMSDSES "SUON| ©_gzevsa Wog SAYANRRS A0 g318va3s
pajgeud ‘0318vnA & 3718YSK)|
pJe SUOGEIRMUALOD FSO3S "BUON| Q318YN3 WON SEUIPES J0EIB0 q31avsIa
[A318¥NG o ONEVSIO A} U TP SN
T 3t ag Aew premp wasts ety aunny AP WS vopezReny wasAS| (suopropmuwng o AuD)
DTS uogy wX13 M ablul R R




63

4.4.1,1.3 Confrol State model
The control state model. defines that level of co-opération between the host
and equipment. It specifies how the operator interacts at different levels of host

contral.

There are three basic levels of control in the control state model i.e. REMOTE,
LOCAL, and OFF-LINE. The highest level is remote level that the host may controf
the equipment to the full extent possible. The local level is middle level, which
allows host to fully access to the eguipmept's information, but places some
limitations on how the host can affect equipment operation. In the lowest level, off-
line, the equipment dogs net allows any host to control them however, some

information of the equipment may be accessed with very limitation,

The control'state model and-eommunications state model does not interact
directly so that aciion of ane madel does not cause to change in behaviour of the
other. However, when the communication is in NOT COMMUNICATING state the

messages are not transmitted:

The figure 4.17 illustrates the control subsiates-and state transitions in the

control state. moget.
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4
CONTROL

1. OFF-LINE

2. EQUIPMENT p{ 3. ATTEMPT

OFF-LINE > ON-LINE
A
A 4

4. ON-LINE

5. LOCAL 6. REMOTE

Figure 4,17: Gontrol state ciagram.

1. OFF-LINE

In this state, operation af'the eguipment is performed by the operator. While
the equipment is OFF-LINE, messages transfer is possible. However, the use of
messaging for automation purpose is resiricted. Only the messages of establish
communications such as S1F13 can be responded. by the equipment when the
OFF-LINE staté is active. The other primary messages from the host will be

responded with-Abort transaction message (SxFQ)

while the OFF-LINE state is active, the eqUipment doés not send any primary
messages other than S1F13, S9Fx, and S1F1. (Are you there_request). If the
equipment receives a feply message from the host other than S1F14 or $1F2, this
message will be discarded. The OFF-LINE state has two substates, EQUIPMENT
OFF-LINE and ATTEMPT ON-LINE.
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2. OFF-LINE / EQUIPMENT OFF-LINE
In this state, the equipment waits for the instructions to attempt to go ON-LINE
state. The operator has to press ON-LINE key to activate the ATTEMPT ON-LINE

state,

3. OFF-LINE / ATTEMPT ON-LINE

After the cperator has pressed ON-LINE key, the control state transits to
ATTEMPT ON-LINE substate, The equipment attempts to send an S1F1 to the host,
This indicates that the eguipment atternpts 10 goto ON-LINE state.

4. ON-LINE

in the ON-LINE state, the SECS-I| messages from the host are exchanged
and acted upon.Moreaver, in case of system error the stream 9 messages will be
used instead of SxFO (Abort fransaction message). There are two substates of ON-

LINE state i.e. LOCAL and REMOTE

5. ON-LINE / LOCAL
While the LOCAL slate is active, operation of the equipment is implemented
by direct action of an operator. The equipment acts based on the command from

the local operatorconsole.

The host hias following capabilities and restrictions when the LOCAL state is
active.

= The host can not gse any._remoteccemmandcand is prohibited from
modifying any equipment constants.

- The host is able to configure automatic data‘reportingincluding alarms,
event reporting, and trace data reporting. It will be sent to the host at
the appropriate times.

- The host is able to inquire for data from the equipment, including status

variable data, equipment constants, event reports, and alarms.
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6. ON-LINE / REMOTE
While the REMOTE state-is active, the host may operate the equipment with
full extent available through the communications interface. There are no any

restrictions on the capabilities when REMOTE state is active.

However, the operator may be restricted in specific capabilities. The
equipment may be set up to allow the operator to perform necessary functions
without contention with the host. These restrictions include:

- change equipment constanis.cnsboth process related and non-process
related.

- initiate process.program download.

- select process program.

- start process programs.

- pause Tesume piocess program.

- operatopassist.

- material movement 1o/ fram eguipment.

- equipment-specific-commands.

Table 4.3 contains a full description of the control state transition that is

depicted in figure 4.17
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Table 4.3: Control state transition table.
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4.4.1.1.4 Equipment processing state model

The equipment processing state model defines the behaviour of the
equipment in the performance of its intended functions. The figure 4.7 is processing
state diagram that defines” the state and state” transitions of the equipment
processing state model. The equipment generates collection events for each

processing state transition.

PROCESSING

1 INITIAL

20 NOT READY ‘—\

3. READY

=

4, EXECUTING '_/

Figure 4.18; Processing state diagram

The details of'each processing state are described in‘the following.
1.-INITIAL

The initialisation state is'not-an actual procéssing state. It is shewn to indicate
that the NOT READY processing state is not entered after completion of equipment

system initialisation.
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2. NOT READY
When the equipment is,in this state, means that it is not capable to process
product automatically. The equipment requires some external assistance. In this

state all activities can take pléce except the execution of a process program.

3. READY
In this state the equipment is capable to process product automatically and it

waits for a start command.

4, EXECUTING
When the operator press "Start” key, the equipment enters to this state. in this
state the equipment isfautomatically processing material and can continue to do

without any external intervention.

The description of equipment processing state transition and its actions can

be described in the tabie 4.4
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4.4,2 Equipment capabilities and scenarios
This section provides a dejailed description of the communication capabilities
defined for the ESEC die attach machine model 2007. It also provides the scenarios for

their use.

Capabilities are operations performed by the equipment. These operations are

initiated through the communications interface using SECS-Il messages.

A scenario is a group of SECS-Il meseages that are arranged in a sequence to

perform a capability.

The following are equipment capabilities of ESEC die attach machine model 2007
that relate to SECS communications:
1)  Establish communications.
2) Control.
3) Alarm/management and exceplion reporting.
4)  Remote controi;
5) Equipment constant
6) Process program management.
7} | Material movement.
8) Data collection.

9) Wafer mapping.

Based on the above list, only some equipment capabilities relate to the "ERROR
DETECTION SYSTEM " THose~Capabilities incitide
1} Establish communications,
2) Control
3) Data collection,
4)  Alarm management and exception reporting.

5) Material movement.
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Any way, there are many technical words and terms used in this section, Therefore,

it needs to be clarified before explanatioh on detailed description of each capability.

4.4.2.1 Definitions
Alarm — The abnormal situation on the equipment that may endanger
people, equipment, or materials being processed. Such abnormal situations
are defined by ESEC SA based on physical safety fimitations.
Buffer — A storage area defined at an equipment port.
Collection event— An event on the'eguipment that is considered significant to
the host.
Collection Event ID(CEID) - A unigue identifier of a collection event.
COMMACK — Acknowledge gode retumed in the Establish Communications
Request ACknowiedge message.
Establish éommunication timeout — An equipment constants that are used to
initialise thedntepval between attempts to send an S1F13.
Event — A detgctable occurrence that is significant to the equipment.
Port — A point or area on the eguipment at which a change in equipment
ownership of material may OCCUFr.
Status variable value (SV} — A data item that gontains the value of a status
variable.

Status Variable {0 (SVID) = A unigue identifier of a status variable.

4.4.2.2 Establish communications

This capability refers to “the ‘communications state’ model. The Establish
Communications capability provides a means of formally,establishing communications,
in which relate to system initialisation or any loss of communications between the

equipment and host.

Communications between the host and eqguipment are formally established
through use of the Establish Communications Request (S1F13) and Establish

Communications Request Acknowledge (§1F14) transaction,



73

The S1F13 / F14 transactiory provide a means for equipment to notify the host, or
the host to notify the equipment that there is a period of inability to communicate

between them.

Equipment considers communications as formally established whenever,
EITHER of the following conditions have been satisfied.

1) An Establish Communications Request (S1F13) has been sent to the

host and an Establish” Communications Request Acknowledge

(S1F14}-with-an acknowledge code of accept has been received
within thetransaction timeout penod.

2} An Establish Commmunications Reguest (S1F13) has been sent from

the hest and an Establish Communications Request Acknowledge

(81F14) withy acknowledge code of accept has been successfuily

sent to the host.

Both conditions €an be:itlusirated by the following figure.

S1F13
Equipment » Host
‘_
S1F14
S1F13
Equiprient ¢ Haost
»
S1F14

Figure 4.19: Establish communications messages transaction between the

equipment and host.

The satisfaction of either of above conditions wili resuilt in a transition to the

communications state as described in the communications state model.
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it is possible that the equipment may be awaiting an S1F14 from the host while
an S1F13 is sent from the host. Mhen this situation occurs, both equipment and host
have an open S1F13/ F14 transaction. Ei_ther of these two transactions may be the first
to complete successfully since communications are established on successful
comptetion of any S1F13 / F14 transaction. Hence, the communications state transits
from NOT COMMUNICATING state to COMMUNICATING state with a transaction is

closed.

However, another S1F13 / F14 is stili'open.so that an Establish Communications
Request Acknowledge($1F14) is required to close this transaction as shown in the

following scenarios.

Equipment receives S1F14 from host before sending S1F14
Communications staie = NOT COMMUNICATING

COMMENT HOST EQUIP. COMMENT

<= | "S1F13 | Establish Communications

Request
Establish Communications S1E13— >
Request
Reply COMMACK = Accept | S1F14 | > S1F14 received from host and

communications established

Communications state = COMMUNICATING

<+ | §1F14 Reply COMMACK = Accept




Equipment sends S1F14 to host before receiving S1F14
Communications state = NOT COMMUNICATING

75

COMMENT HOST EQUIP. COMMENT
<= | $1F13 | Establish Communications
Request
Establish Communications S1F13 | =>
Request
<+'| 'S1F14 | Reply COMMACK = Accept
Communications is established
Communications staie. = COMMUNICATING
Reply COMMACK = Accept | S1Fj4 | > S1F14 received from host

If the S1F13 /[ F14  transaction

is  stifl

open when the transition to

COMMUNICATING occurred, subsequent failure to receive a reply from the host is

considered as a communication fault by the equipment.

The scenarios of estabiish communications capability of ESEC2007 can be

illustrated in the following tables:

Host attempts to establish communications

Communications state is enabled.

COMMENT

HOST

EQUIP.

COMMENT

Establish Commuaications

Request

S1F13

S1F14

Reply COMMACK = Accept
Communications state =

COMMUNICATING
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Equipment attempts to establish communications and host acknowledge -

Communications state = NOT GOMMUNICATING

COMMENT HOST EQUIP. COMMENT
[LOOF]
(LOOP]—SEND
<-- | S1F13 | Establish Communications
Request
Establish Communications S1F14 | ==

Request Acknowledge

[IF] S1F14 is received without
timeouts [THEN]
exit loop ~SEND

[ELSE]
delay for interval in
Establish communications
Timeout

[END IF]

[END LOOP] -SEND

[IF] COMMACK = Accept
[THEN]
communications
state = COMMUNICATING
exitloop -SEND
[ELSE]
Reset timerfar delay, and
Delay for interval specified
in Establish communications
Timeout
[END IF]
[END LOOF]
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4.4.2.3 Controt

The control state model is used to describe the implementation of this capability.
The control capability is initiated by the equipment through pressing on the function
keys only. Host can not initiated the control state. Based on this state model, the
system activates in either the ON-LINE or OFF-LINE state, Upon entry to OFF-LINE
state, the system can activate either EQUIPMENT OFF-LINE or ATTEMPT ON-LINE that
are the substate of OFF-LINE. Entry to the ON-LINE state, the equipment can switch
betwean REMOTE and LOCAL substate by reading a function key in the front panel of

the equipment. This is to determine the appropriate state.

in the control"state _model, only the operator affects the control state. The
operator retains uitimate authority to set the equipment OFF-LINE by direct pressing on
an OFF-LINE key.In thessame meaning, the operator alse can cause the equipment to

attempt to go ON-LINE.

Since the communication is successful astablished, the operator can request
ON-LINE by pressing ON=LINE"k&y. The eguipment will send an S1F1 to the host. The
host may reply ON-LINE with an-S1F2 or deny ON-LINE by sending and S1FO. if the
host reply an S1£2 to the equipment, the control state will entry into ON-LINE with

LOCAL state and the main window changes to be below;
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GSHEE Convert Assist Messages Teach Install
Main
Equipment mode = Processing T
Current recipe name = gL TSSOP
Communication state = Communicating
Control state = Online./ iocal
Lot ID = 1234567
Lot defined by = Automatic
Chip bonded =8 Chips
Gross uph = 3518
Net uph = 4127
Wafers processed =3 Wafers
Bonded chips of wafer = 1357 Chips
8
7
1
wafar
Stop
Run Run 1 Run1 Run 1 Run 1 Run
chip LF-device | leadframe | magazine complete

Figure 4.20: Main window and function keys after entiy 1o ON-LINE state.

The s¢enarios of each case that rfelate to the control state are shown in the

below tables.



Host accepts ON-LINE
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Operator actuates ON-LINE switch when OFF-LINE state is active.

COMMENT HOST EQUIP. COMMENT
< S1F1 Equipment requests ON-LINE
Host grants ON-LINE S1F2 | —>
<~ | SB6F11 | “Contro! state LOCAL/REMOTE"
event.
Acknowledge S6F12 | —>

Host denies ON-LINE

Operator actuates ON-LINESwiich when OFF-LINE stale is active.

COMMENT

HOST

EQUIP,

COMMENT

S1F1

E£quipment requests ON-LINE

Host denies ON-LINE

S1F0

>

Operator sets OFF-LINE

Operator actuates OFF-LINE switch when ON-LINE stateds active.

COMMENT

HOST

EQUIP.

COMMENT

S6F11

“Equipment OFF-LINE" event,

Acknowledge

S6F12

-

Operator-sets) LOGAL

Operator actuates LOCAL switch when equipment REMOTE state-is active.

COMMENT

HOST

EQUIP,

COMMENT

S6F11

“Control state LOCAL" event.

Acknowledge

S6F12

-—
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Operator sets REMOTE
Operator actuates REMOTE switch when equipment LOCAL state is active.

COMMENT HOST EQUIP. COMMENT

<--  S6F11 | “Control state REMOTE" event.

Acknowledge S6F12 | >

4.4.2.4 Data coliection

As previous mention that the events are narrowed down and represented in the
term “Collection event” which s significanitothe host. Data collection capability allows
the host to monitor equipment activities via event.ieporting. Also, the host can query

the selected status or othervanable data through this Capability.

The data collection is‘classified inte 3 activities based on the purpose and data
type.
1) Event data callection
The event data coliection provides automatic notification of equipment
activities to the host it is useful in monitoring the equipment status or
activities. Knowledge—of-the occurrence of events relate to the equipment
state medels (Communications, Control, Processing state model) allows the
host to “rack the equipment stater Thus, this | capability helps the host

understand how an equipment behave and react to the host.

The ESEC die attachmachine model 2007 provides a set of collection
events as defined in the APPENDIX C, Specific collection events are required
by-the-individual capabilities and state models. (The~examples of collection
events Include:

- Selected processing and material handling aptivities,
- Operator action deteéted by the equipment,
- A state transition.

- Alarms and exception conditions.
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Both the equipment and host can initiate the collection event capability.
In case of event occurs,an the equipment, the collection event will be sent by
the equipment. In the other way, host also can request the event report from
the equipment. The scenarios of event data coliection capability are shown in

the following tables.

Collection event occurs on the equipment

COMMENT HOST EQUIP. - COMMENT

<=2 #S6F1 1 Equipment sends event report.

Host acknowledges event S6F12 | &

report

Host requests event repot

COMMENT HOST EQUIP, COMMENT

Host requests an event report SOF15 ™ =

<= L SHF16 | Equipment sends event report.

2) Status data collection

This capability atlowsthe-host-to-query-the equipment for selected
information,  The host queries the equipment's status by specifying the
desired SVID's, Therefore, the equipment sends the value of these selected
staleg variables to the host. At is not enly the value.of selected status variables
but-also the description ‘of status variables 'such ‘as“name and units can be

requested.

The S1F3 is used to request the value of status variables while S1F11 is
used for description. The status variables that available on the ESEC die
attach machine model 2007 are illustrated in the APPENDIX D. The scenarios

of status data collection are shown in the following tables.
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Request equipment status report

COMMENT HQST EQuUIP. | COMMENT

Host requests report of selected | S1F3 —

status variable values.

< | S1F4 | Equipment responds with the

requested status variable data.

Request equipment status variable namelist

COMMENT HOST EQUIP. COMMENT

Host requests equipment {0 S1F11 || ~>

identify selected status variabies.

<= | S1F12 | Equipment responds with the
requested status variable

descriptions.

4.4.2.5 Alarm management end exception reporting

The ESEC die attach machine model 2007 uses exception reporting to notify the
host of alarm conditions and abnormal situations that.occur on the equipment. In order
to provide more extensive and fiexible data reporting folr collection events are defined
for each class of possible alarm condition on the equipment. The exception reports are
sent by the equipment using the Event Report / Acknowledge (S6F11 / F12)

transaction, Thefollowing are the-example and meaning of-exception events

1) “Material warning
A'piece of ‘equipment Is'going to run out of material; but-operation can

continue for a while,

2) Material stop error
A piece of equipment detects the end of material. This situation will cause

to terminate the processing.




3) Equipment stop error
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An abnommal situation was detected by equipment. It requires operator

intervention. This situation causes to terminate the processing.

4) Software system error

A fatal error was detected in the software. No recovery is possible so that

the equipment has to be shut down.

5) Hardware system error

A fatal error was deiected on the-hardware. No recovery is possible so that

the equipment has'to be shut down.

The scenari@” of this /capability is similar to the data collection with linking

exception text to thareports.

Abnormal situation occurs on the equipment

COMMENT HOST EQUIP. COMMENT
<— | S6F11 | Equipment sends event report
with exception text.
Host acknowledges event SeFi2—|=>

report

4.4.2.6 Material moyement

This capability is'to netify dthe hosts whenéver material is ready for loading /

unloading-from / to any of the ports on the equipment. This capability allows the host to

coordinate material transfer betweenthe equipment and a-transfer agent and to track

material at the equipment. The equipment advises host each time when a magazine is

transferred to or from a buffer. Thus, event report occurs with standard 86!511 { F12

transaction. The scenarios of the material movement are shown as foilowing.
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Equipment loaded/unloaded material from#o a buffer

COMMENT HOST | EQUIP. COMMENT

<- | S6F11 Send collection event to host.

Host acknowledges event S6F12 | -->

report

4.4.3 Error messages

Error messages provide the hest with information of the reason for a message or
communication fault detected by the equipment..A communication fault occurs when the
equipment does not receive an expectedimessage, or when either a transaction timer or a

conversation timer expires,

The equipmentinforms the haost if it can not process a message due to an incorrect
device |D, message strearm type, messagefunction type, message format or data format.
Moreover, the transaction timer expires also causes to the error message sending. The

scenarios of the error message can be illustrated as following.

Message fault due to unrecognised DEVICE 1D

COMMENT HOST EQuUIP. COMMENT

Host sends a message. SxFy—t—=>

EqQuipment detects an

unrecognised device [D.

b S9F1 Equipment reports to the host
that an “unrecognised device

ID? was detectedhin the received

message.




Message fault due to unrecognised STREAM TYPE
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COMMENT HOST EQUIP, COMMENT
Host sends a message. SxFy | —>
' Equipment detects an
unrecognised stream type.,
<= S9F3 | Equipment reports to the host

that an "unrecognised stream
type” was detected in the

received message.

Message fault due to unrecognised FUNCTION TYPE

COMMENT HOST EQUIP, COMMENT
Host sends a message. SxFy ~f —>
Equipment detects an
unrecognised function type.
s S9F5 | Equipment reports to the host
that an “unrecognised function
typa™was detectgd in the
feceived message.
Message fault due-to ILLEGAL DATA FORMAT
COMMENT HOST EQUIP. COMMENT
Host sends-amessage: Sxky >
Equipment detects an iilegal
data format. |
<= S9F7 | Equipment reports to the host

that an “ilfegal data format" was

detected in the received

meassage.




Message fault due to TRANSACTION A IMER TIMEOUT
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COMMENT

HOST

EQUIP.

COMMENT

Equipment does not receive an
expected reply message from
the host and a transaction timer

timeout occurs.

S9F9

Equipment reports to the host
that a transaction timer timeout

occurred.

Message fault due to DATA TQO LONG

COMMENT

HOST

EQUIP.

COMMENT

Host sends a message.

SxFy

—

Equipment detects that the
message from the hosit contains

more data than it can handie.

S9F11

Equipment reporis to the host
that“data too long” was
detected in the received

message.

4.5 Die attach machine erron detection system development

The error dstection system is developed to monitor the processing state and detect

error of the, ESEC die attach<machine mode! 2007 .“As previous) mentiof that|[ESEC2007 is

designed for the host communication interface. The SECS-lIl messages are transferred

between the equipment and host through RS-232 serial communication port. A female

connector is mounted on the equipment, therefore, male connector is required on the cable

from host computer. The numbers of die attach machine per a host depend upon the

numbers of serial port on a host computer. However, the equipment 1D must be different. The

example of system is illustrated in the following figure.
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1

s ¢
Equip.# 02

Equip.# 01

Figure 4.21: Connection diagram of the error detection system.

According to the above figure, the eguipments and host are linked together and SECS
messages are transferred through serial port. Hence, the host computer can detect machine

status and error events.

Details of the die attach machine error detection system on both hardware and

software are explained in Chapter 5.



	Chapter IV System Development
	4.1 Die attach machine and procedure
	4.2 The standard of equipment communications
	4.3 SEMI Equipment Communications Standard (SECS)
	4.4 Communication interfaces on ESEC die attach machine model 2007
	4.5 Die attach machine error detection system development


