6.1

(Electronic Data
Interchange) (Electronic mail)

(Traditional paper-based document)
(1) (Authentication of Users) (2)
(Integrity) (3) (Non-repudiation) (4)
(Preservation of Confidentiality)

(Encryption technology)
(Encryption)

2 (1) (Symmetric Cryptography)

(2) (Asymmetric Cryptography)
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(Authentication of Users) (Integrity)
(Non-repudiation)

(Private key)
(Public key)

(Numerical Value)
Hash Function
(Encrypt) (Private Key)

(Certification Authority
CA) (Trusted Third Party)

( . " ‘Subscriber”)

(Password) (Retinas scan)



(Hand-written Signature)
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(Certification Authority

(GATY)

CA)

UNCITRAL
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6.2

(Technology-Neutral Plus Approach)

y

(Technology-Neutral - Approach)
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(Hand-written Signature)
() (is unique
to the signer within the context in which it is used) ( )
(can be used to objectively identify the person signing the electronic record) ( )

(was reliably created by such identified person)
H

(sole control of such person) ()

, (is creates and is linked to the
electronic record to which it relates in manner such that if the record or the signature is
intentionally or unintentionally changes after signing the electronic signature is invalidated)
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(Non-discrimination)
1

(GATS)
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